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MPTRD: Self-Hosted Remote Desktop

The Enterprise-Grade Secure & Scalable Remote
Desktop Solution You Own and Control.




In a world of SaasS,
true ownership

is the ultimate
competitive
advantage.

Standard remote access solutions force
you to cede control over your data, your
security policies, and your costs. They
create dependencies that can hinder
compliance and lock you into a rigid
ecosystem.

MPTRD is built on a different principle:
your infrastructure, your data, your rules.
We provide the tools for you to build a
secure, private fortress for your remote
access needs.



MPTRD is built upon three foundational pillars
for the modern enterprise.
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Uncompromising
Control

Achieve absolute data
sovereignty and brand
consistency by hosting the
entire platform within your
own infrastructure.

Hardened
Security

Integrate with your existing
identity systems and enforce
granular policies with a
verifiable, auditable security
model.

Intelligent
Scalability

Grow from small teams to a
global workforce with a flexible,
transparent licensing model
and an architecture built for
performance.



You maintain complete control over
your data and deployment.

&

Full Self-Hosting Custom Client Generator

Deploy on-premises or in your own private cloud. Build and distribute your own branded client
There is no dependency on any Saas service. installers for end-users.

‘Complete data control, compliance assurance. ‘Brand consistency and user trust.’ Ensure a
Your data never leaves your environment. seamless and trusted experience for your

employees.



Security iIs integrated at every level, not bolted on.

Access Control & Role
Permissions

Enforce the principle of least privilege
with granular Access Control Lists
(ACLs) per user and per group.

Improved security and governance.

Audit Logging &
Session Logs

Maintain a complete, immutable record
of all activities and remote sessions for
forensic analysis and compliance.

Compliance and accountability.

2FA & SSO Integration

Secure every login with robust identity
management. Integrates with 2FA,
OIDC, LDAP, Active Directory, or your
existing SSO provider.

Enterprise identity integration.

Secure Open Source Core

The core software is open source,
allowing for transparency and
independent security audits. Advanced
capabilities are enabled via Pro Add-Ons.

Transparency, future-proof, no lock-ins.



Integrate seamlessly with your existing
enterprise identity fabric.

MPTRD doesn't force you to manage another set of credentials. It acts as a natural
extension of your central identity and access management (IAM) strategy.
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Scale your remote access from dozens to
thousands without compromising performance.

User / Device Scaling
via Licensed Tiers

Our flexible licensing is based on
the number of users and devices
you need to manage.

‘Pay for what you use and what
you need while you can expand
as well. A transparent,
predictable cost model.
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Unlimited Concurrent
Connections

Within your license limits, there are
no artificial caps on the number of
simultaneous sessions.

‘Supports multiple sessions
simultaneously.” Ideal for help
desks, system administration,
and collaborative work.



Deliver reliable, high-performance
connections across any network.

Distributed Relay / WebSocket

The architecture is designed to establish direct peer-to-peer connections for
maximum performance. When firewalls prevent a direct link, the system
automatically uses a self-hosted relay server to ensure connectivity is never lost.

‘Stable connectivity and performance.’ Reliable access for users
behind restrictive corporate or public firewalls.

Web Console / Web Client
— Administrators can manage the entire system and users can initiate connections
o 3 directly from a web browser.
—W ‘No local install required.’
=¥ Zero-friction access from any device.




Centralized management tools that reduce

administrative overhead.
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o Address Book

Maintain a centralized directory of all remote
endpoints, making it simple for users to find
and connect to the right machine.

o Centralized Settings

Push configurations and security policies to
all clients from a single console, ensuring
consistent deployment and enforcement.

These features combine to save significant admin time, reduce configuration errors,
and provide a consistent, managed experience for all users.



Our transparent architecture is engineered
for security and reliability.

**Rendezvous Protocol**: Client and Remote (0 ==
computers register with the Signaling
Server (hbbs) to find each other. _\

1. Rendezvous Protocol

Signaling Server (hbbs)
1. Rendezvous Protocol
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Remote Computer

*+Direct Connection (Hole Punching)*: The

system attempts to establish a direct, encrypted
P2P connection for optimal performance (low
latency video and control data).
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o to network restrictions, traffic is automatically
and seamlessly routed through your self-hosted

Relay Server (hbbr), ensuring the connection
Relay Server (hbbr) always succeeds.
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This dual approach guarantees the best possible performance while maintaining near-universal connectivity.



MPTRD: The strategic choice
for enterprise remote desktop.

/' An enterprise-grade solution that you own and control.

v/ Scalable from small teams to large enterprises.

v/ Built-in security: ACLs, 2FA, logging, and identity integration.

/" Lower TCO with no hidden fees or vendor lock-in.

/' Brandable and customizable for your organization.

/' Reliable connectivity even across restrictive networks. 4 .
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v/ Transparent, modular licensing—grow as you need.



Take control of your remote access
infrastructure today. S

Contact us to schedule a personalized demo or <
discuss your technical requirements.
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